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• Evidence-Based Policymaking Act
• Strengthens Privacy Protections
• Improves Secure Data Access
• Enhances Government’s Evidence Capacity

• States face common challenges

• The Coleridge Initiative: A non-profit 
organization, originally established at 
New York University, at the forefront of 
the ‘Democratize Our Data Movement‘

• Mission: Enhance capacity of 
government agencies to develop data-
based insights for policy

• Technology
• Collaboration
• Training
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Technology – Administrative Data 
Research Facility (ADRF)



ADRF

• Secure cloud-based data and computing environment that supports 
agencies and researchers in the development of evidence for policy 
and programs.

• FedRAMP Authorized
• Customizable configurations to meet various agency and researcher 

needs
• Operates under the five-safes framework



Five Safes Framework

Appropriate Use of 
Data 

• Only agency approved 
projects and data sets 

• Only approved members can 
access the isolated project 
workspaces 

• Controlled access to 
resources 

• No shared environment 
between projects and 
resources

Safe Projects

Trained and 
Authorized 
Researchers

• Only approved researchers 
are permitted to access 
project workspaces 

• User on-boarding process 
includes signing data use 
agreements, terms of use, 
security training module 

• Data resources are explicitly 
granted based on project 
requirements 

• Data resources are strictly in 
a read-only mode to ensure 
the integrity of the source 
data

• Security protocols follow 
strict FedRAMP guidelines

Prevents Unauthorized 
Use

• Provides secure methods for 
agency micro-data transfer 

• Only agency authorized 
personnel are invited to 
perform data transfers

• The transfer of data uses the 
FedRAMP Authorized, FIPS 
140-2 validated, Kiteworks 
Secure Environment 

• The transfer of data is 
restricted to upload 
operations only 

• Additional security protocols 
include vulnerability 
scanning and third-party 
penetration testing

Protect Data 
Confidentiality 

• Data Hashing - A custom 
stand-alone application 
simplifies and facilitates the 
hashing of data prior to 
transmission to the ADRF 

• Data Stewardship - a web-
based portal for data 
stewards to manage and 
monitor project and 
associated resources 
including project 
configurations, user activity, 
user onboarding status, and 
overall cost of a project on 
the ADRF etc.

Non-Disclosive 
Exports

• Prevents users from 
unauthorized removal of any 
information within the 
secure environment 

• Export requests are reviewed 
by data stewards following 
agency guidelines (e.g. 
proper cell suppression, no 
complementary disclosures, 
rounding and noise applied, 
no references to disclosive 
specific observations) 

• Maintain a log of export 
requests for auditing 
purposes and to evaluate 
subsequent requests for 
complementary disclosure

Safe People Safe Settings Safe Data Safe Exports



The ADRF is a necessary but insufficient tool 
to support evidence-based decision-making 

• How do we avoid The ADRF becoming a data mausoleum?
• Trust
• Active engagement

• What questions can’t you answer with the data and infrastructure 
you have available to you?



Collaboration – Approaches and 
Outcomes 



Regional Collaboratives

• The Southern, Eastern, and Midwest regional collaboratives help build 
the foundation of cross-state data sharing and products.

• Membership is comprised of agency leaders across policy domains, an 
administrative organization and Coleridge.

• Provide an opportunity for states to advise each other on issues of 
governance, promising products, grant opportunities, and pressing 
issues.

• Developing an RFI process to better engage the research community.



Democratizing Our Data Challenge

• The DDC was designed to develop and scale innovative product ideas 
by using government administrative data that are securely hosted in 
the Coleridge Initiative’s Administrative Data Research Facility (ADRF).

• Vision is to transform the safe and secure use of data and evidence to 
inform policy in a fast-changing world.

• Has funded 10 projects with another round pending
• Multi-state unemployment to reemployment
• Multi-state postsecondary to workforce/Value Data Collaborative
• K-12 to postsecondary to workforce



Legal and Technical Solutions

• Legal and technical solutions must support the linked data infrastructure 
we develop with state and federal partners.

• Legal:
• Streamlined data sharing agreements that support amendments for approved work
• Data stewards always maintain decision-making over access and approved projects
• What do we do with screensharing?

• Technical
• Shared folders across projects that allow for collaboration, learning, and efficiency
• Documentation and code-sharing in Gitlab
• Open ADRF
• Redshift MPP
• Closed environment creates some challenges



The ADRF and collaboration are necessary but 
insufficient to support evidence-based decision-
making 

• How do truly democratize data?
• How do we institutionalize the work that the ADRF and the 

collaborative partnerships can support?
• Integrated use
• Product development

• How do you know what questions you can ask and answer?



Training



Our Work

• 31 trainings
• 900+ participants
• 300+ organizations
• 40+ states 



Core Principles

• Every class is bespoke
• Topics best learned through a hands-on approach with actual micro-

level administrative data
• Data science is a team sport
• Teams must represent multiple agencies and/or states
• Project-based - Teams develop their own research topic within the 

scope of the class
• Not a dissertation but the work must provide the foundation for 

something that is timely, relevant, and actionable
• The training can always be improved



Our Approach

• Development
• Work with agency partner to establish the research question and required 

data
• Project template
• Build coding notebooks 
• Syllabus and lectures

• Delivery – Combination of lectures and facilitated team breakouts
• Module 1 – Coding principles
• Module 2 – Data preparation and exploration
• Module 3 – Analytics
• Final presentation





https://ada.coleridgeinitiative.org/
password: adrf



Products from Trainings



Products from Trainings



Products from Trainings
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Concluding thoughts

• The current system is a result of decades of decisions based on information 
at the time. Systems have become institutionalized, and they will take time 
to change

• Trust is the first step in building the data infrastructure necessary to solve 
our most complicated policy issues

• We need champions that understand and can communicate the value 
proposition

• We must build an active and diverse community of users/consumers of the 
data infrastructure and the evidence it can provide

• Evidence must be relevant, timely, and actionable so that we can best serve 
the public interest 
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